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Abstract 
This study explores the role of ethics in all phases of AI projects. Through 
qualitative interviews with the public sector actors in Finland, the study 
identifies key ethical concerns related to the lifecycle of AI. The findings 
highlight the need for embedding ethical requirements throughout the AI 
system lifecycle and emphasize the role of human-centered AI systems. By 
utilizing empirical data from multiple public sector case organizations, this 
study provided both theoretical insights and practical guidelines for 
developing ethically aligned AI systems. The findings emphasize the need 
for a comprehensive, lifecycle-oriented approach to ethical AI design, 
development, adoption, and use. The AI lifecycle spans various phases that 
collectively shape the ethical impact of AI applications. This research 
provides empirical insights into how ethical considerations can be practically 
integrated from the design to adoption phases of AI. By embedding ethical 
practices throughout the lifecycle, organizations can anticipate and mitigate 
risks more effectively. 
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1. Introduction  

The public sector is in the early stages of adopting artificial intelligence (AI) (Selten & Klievink, 2024; Straub et al., 2023), 
although it will be an important technology for public management processes (Misra et al., 2023; Neumann et al., 2024). 
AI remarkably enhances the data collection and analysis possibilities, enabling automatic learning, decision making, and 
prediction. AI is an essential part of the Industry 4.0 revolution and the change of work (Frey et al., 2016; Jan et al., 2023; 
Leesakul et al., 2022) which also applies to public sector actors. Since AI will have a significant impact on the development 
of work and organizations, the related ethical discussion is of paramount importance (Ashok et al., 2022a; Huang et al., 
2023). It is typical for AI solutions that they are updated with new teaching data even during use. Consequently, their 
operation and applicability may change over time. In addition, the ethical questions related to decommissioning the AI 
solution should also be considered. Therefore, ethical considerations should not be seen as just one step in the planning 
phase of AI solutions, but the entire lifecycle of an AI solution, including operations, maintenance, and retirement, should 
be taken into account (Huang et al., 2023). 

The use of AI in organizations can be roughly divided into two different use case categories: i) the organization's own data 
is used, and their own AI solution is built, or ii) pre-trained generative AI is used. Especially the rapidly evolving field of 
generative AI is bringing forth new ethical and trustworthiness challenges. Generative AI holds significant potential to 
revolutionize the public sector, yet it simultaneously poses distinctive challenges. Especially, the increasing integration of 
large language models (LLMs) into critical areas such as education, healthcare, and business necessitates the 
development of robust methods to verify the authenticity, ownership, accuracy, and ethical use of the content they 
generate. Moreover, issues such as the lack of explainability, transparency, and accountability are becoming increasingly 
prominent in generative AI solutions. Recent evaluations (Bommasani et al., 2023) indicate that major LLMs, including 
both proprietary and open source, do not adequately meet the requirements of the EU AI Act (European Parliament, 2023). 
Although the providers of these LLMs excel in enhancing efficiency through the integration of extensive training data and 
adding multimodal capabilities, the growing focus on transparency and the categorization of AI applications’ risks, as 
outlined by the EU AI Act, is crucial. This emphasis is essential for ensuring safety and upholding the fundamental rights 
of individuals and businesses (European Commission, 2024). Thus, it is crucial to understand the ethical implications of 
the integration of AI applications built on the LLMs into the public sector. Additionally, public organizations face many 
other challenges regarding AI, such as perceived financial costs, organizational innovativeness, governmental pressure, 
government incentives, data privacy concerns, lack of skilled personnel, and resistance to change (Misra et al., 2023; 
Neumann et al., 2024; Sun & Medaglia, 2019). Thus, more research is still needed in this field (Andrews, 2019). 

The ethical discussion is often overshadowed by the technological and economic exploitation of AI’s potential. Therefore, 
it is crucial to emphasize ethical questions more prominently in the discourse. There has already been some discussion 
about taking ethics into account during the AI life cycle (see e.g. Huang et al., 2023). Therefore, there has been relatively 
little thought about, for example, the use of AI in the public sector. There is clearly a need for more versatile studies on 
the matter. To address this, we formulate the following research questions: 

1. What ethical issues are emphasized as a part of AI system design, development, and adoption in case 
organizations? 

2. How should ethical consideration be integrated into AI system life cycle phases in the public sector’s 
organizations? 

To answer these research questions, we first analyzed the existing ethical frameworks at different stages of the AI lifecycle. 
Subsequently, we analyzed the ethical AI issues and AI frameworks at the AI system lifecycle level. In addition, we also 
analyzed this issue from the lens of information system (IS) development and suggested the main goals that should be 
considered in the AI development process. We found that most relevant studies assessing ethical considerations in the AI 
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system lifecycle are conceptual and lack empirical evidence. Our case study, including interviews with the AI adopters and 
potential AI adopters in the public sector and the subsequent qualitative analysis of the interview data, highlighted the 
practical ethical challenges and concerns.  

The rest of the paper is structured as follows. Section 2 presents the related work, providing an overview of existing ethical 
frameworks and studies on AI development, especially in the public sector. Section 3 outlines the research methods, 
detailing the qualitative case study approach, participant selection, data collection, and analysis techniques. Section 4 
presents the findings from the interviews, categorized into key AI application areas, ethical challenges, and design 
considerations in public sector AI adoption. Section 5 offers a discussion of the results, connecting them with the existing 
literature and ethical AI frameworks. Section 6 highlights the limitations of the study and outlines a future research agenda 
for exploring ethical AI development further. Section 7 concludes the paper. 

2. Background 

Ethical considerations are increasingly crucial in the development and deployment of AI systems within their rapidly 
changing landscape. While AI presents substantial socio-economic advantages, it is important to acknowledge that the 
same mechanisms driving these benefits may also pose significant risks. For example, AI has the potential to cause both 
tangible harms, such as jeopardizing individual safety and health, including potential loss of life and property damage, and 
intangible harms, including breaches of privacy, constraints on freedom of expression, threats to human dignity, and 
discrimination (Nikolinakos, 2023). As AI applications continue to expand, establishing guidelines for ethical and 
responsible behavior in AI system development is becoming critically important. In recent years, several AI frameworks 
have been proposed, such as the EU’s ethical guidelines for trustworthy AI (High-Level Expert Group on AI (AIHLEG), 2018) 
focusing on ensuring that AI systems are transparent, fair, and uphold privacy and dignity. AI Act (European Parliament, 
2023) categorizes AI systems by risk and sets compliance standards for high-risk applications. OECD AI Principles (Floridi 
& Cowls, 2019) focus on human-centric values, transparency, and accountability across sectors, among others.  

Although these frameworks serve as reference guides for developing responsible AI systems, they are typically high-level 
and do not provide concrete guidance on how to develop such systems (Lu et al., 2022, 2023; Sanderson et al., 2022). 
It remains largely unclear how these principles and values be converted into requirements for responsible AI systems, and 
what developers and the organizations developing these systems should do (Vakkuri et al., 2021).  Due to this limitation, 
the developers often lack explicit knowledge on how to apply these guidelines during the system development process 
(Ronanki, 2023). 

To tackle this issue, some studies adopted an empirical approach involving interviews with scientists, engineers, and 
developers to understand the practitioners' views on AI ethics principles and their implementation. Prior research (Kamila 
& Jasrotia, 2023; Lu et al., 2022; Sanderson et al., 2022) find privacy and security, bias and fairness, trust and reliability, 
transparency, and human-AI interactions as major ethical concerns. Lu et al. (2022) find that ethical risk assessments in 
AI are often one-time actions, ethical requirements are vaguely defined, system-level design considerations are overlooked, 
and there is insufficient support for continuous ethical monitoring post-deployment. Sanderson et al. (2022) adopted a 
software engineering approach covering four aspects: i) high-level view highlighting the do-once-and-forget approach in 
practice, maintaining trust from data providers, attaching ethics credentials to AI components and products, significance 
of system-level approach to AI development, ii) ethics requirements highlighting privacy and security as the prerequisites, 
normative, descriptive, and temporal aspects of responsibility, iii) design and implementation emphasizing overriding AI 
decisions by human’s, reliability vs. fairness tradeoff, preferred use of trained AI models and related components, and 
explainability of decisions, and iv) deployment and operation highlighting monitoring and validation to ensure the 
adherence of AI systems post-development, and tracking the use of AI systems.   
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Some studies employed desktop research to review the existing academic literature on ethical concerns, requirements, 
limitations, and risks in AI system development (Huriye, 2023; Kamila & Jasrotia, 2023). Huriye (2023) identified bias, 
privacy, accountability, and transparency as key ethical issues, emphasizing the need for stakeholder collaboration and a 
human-centered approach that values local community needs. Kamila and Jasrotia (2023) also highlighted similar 
concerns, including privacy and security, bias and fairness, trust and reliability, transparency, and human-AI interaction. 
Ashok et al. (2022b) identified 14 ethical implications across seven technology archetypes and emphasized key principles 
such as accountability, fairness, and privacy. Similarly, Huang et al. (2023) addressed ethical risks such as privacy 
leakage, discrimination, and security concerns arising from AI applications. 

Prior studies addressed this issue by proposing comprehensive methods to develop ethical AI systems. For instance, 
Vakkuri et al. (2021) proposed a sprint-by-sprint process that takes on the form of a deck of 21 cards, covering 8 AI ethics 
themes, which also covered the AIHLEG’s Ethics Guidelines (High-Level Expert Group on AI (AIHLEG), 2018) including (1) 
human agency and oversight; (2) technical robustness and safety; (3) privacy and data governance; (4) transparency; (5) 
diversity, non-discrimination and fairness; (6) environmental and societal well-being; and (7) accountability. Using this 
framework, one can select the cards that are relevant to their work and then evaluate the situation again after each sprint. 
This approach results in a paper trail of choices and trade-offs that document the ethical considerations conducted during 
development. However, this method does not suggest how the cards should be selected for a specific development phase.  

2.1. Ethical Issues at the AI System Lifecycle Level: 

Several studies emphasize the application of ethical principles to the entire life cycle of AI systems (Lo Piano, 2020; 
Taddeo et al., 2024). The OECD Framework for the Classification of AI Systems (OECD, 2022) also highlights the need 
for ethical considerations throughout the entire life cycle of AI systems. Similarly, the NIST AI Risk Management Framework 
(AI NIST, 2023), which closely follows the OECD's definition of the AI lifecycle, also emphasizes the importance of ethical 
considerations at each development stage. 

The AI system lifecycle encompasses several stages that guide a project from concept to operation and monitoring. Ethical 
considerations must be addressed from the early phases (Lahiri & Saltz, 2024), as several critical decisions are required, 
such as data collection, risk evaluation, infrastructure selection (including hardware, software, and platforms like Microsoft 
Azure), and AI model selection. Understanding the type of information management department, we are dealing with is 
crucial. Additionally, we need to assess how agile the organization is and how straightforward it is to make these decisions.  

The granularity of the AI lifecycle varies from study to study. From an ethical perspective, the AI system lifecycle is more 
complex than the traditional system lifecycle. An insufficiently differentiated lifecycle can lead to blind spots and the 
creation of ethical risks. Conversely, identifying too many stages (with related tasks) can make the iterative application of 
ethical principles cumbersome, rendering the ethical guidelines unwieldy (Taddeo et al., 2024). 

Different studies outline varying phases of the AI system lifecycle. Some studies, such as the OECD digital economy papers 
(OECD, 2019) and the NIST AI Risk Management Framework (AI NIST, 2023), define six phases: plan and design, collect 
and process data, build and use model, verify and validate, deploy and use, and operate and monitor. Similarly, other 
studies describe three (De Silva & Alahakoon, 2022), four (Amugongo et al., 2023; Floridi et al., 2022), and five (Huang 
et al., 2023) phases of the AI system lifecycle. Based on various studies, we identify five basic stages in the AI system 
lifecycle: design, develop, deploy, operate, and retire which encompass all the actions across all phases defined by the 
existing studies. 

Each phase includes three dimensions: actions, actors, and ethical/risk considerations. Additionally, each phase 
encompasses specific AI principles that define the ethical aspects within that phase as overarching principles (OECD, 
2019). Therefore, the AI system lifecycle can be viewed as a five-dimensional model. 
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Figure 1 illustrates the AI system lifecycle and its five dimensions. Each phase involves specific actions that represent the 
activities within that phase. Based on these activities, each phase requires certain expertise or roles, making the AI system 
lifecycle a multidisciplinary approach that demands more competence than the traditional system lifecycle. 

 

Fig. 1: Synthesis of existing studies: AI system lifecycle showing the dimensions of stages, actors, and the ethical/risk 
considerations 

 

The design phase, in particular, involves a broader range of expertise, which signifies its importance. The data scientist 
responsible for the design phase typically holds a senior position with several years of experience. They must be able to 
formulate the problem and conceptualize a solution by drawing on existing literature and their past experiences with 
diverse AI projects. Additionally, they should be adept at identifying representative, required, and available data by 
collaborating with other phases of the lifecycle (De Silva & Alahakoon, 2022). Since the design phase sets the foundation 
for the entire AI project, ethical considerations at this stage are most important, as they have long-lasting impacts (Brey & 
Dainow, 2024). 

Certain ethical principles govern ethical behavior within each phase of the AI system lifecycle. These principles, derived or 
inspired by those set by (High-Level Expert Group on AI (AIHLEG, 2019), are applied differently across various studies. For 
example, the OECD digital economy papers (OECD, 2019) outline five ethical principles: i) benefiting people and the 
planet, ii) human-centered values and fairness, iii) transparency and explainability, iv) robustness, security, and safety, 
and v) accountability. This study also explains how each AI principle can be assessed at specific phases of the AI lifecycle. 
Hence, for each phase, there exists a set of ethical considerations that correspond to specific AI principles.  

Huang et al. (2023) assess ethical considerations in a five-phase AI system lifecycle using ethical principles such as 
transparency, fairness, responsibility and accountability, democracy and civil rights, sustainability, privacy, and safety. 
Similarly, Amugongo et al. (2023) focus on fairness, transparency, ethics by design, trust, precision, and safeguarding 
humanity in a four-phase lifecycle. Floridi et al. (2022) propose a five-phase model with principles like societal welfare, 
accountability, governance framework, responsibility, performance, environmental impact, fairness, accuracy, traceability, 
privacy, explainability, and robustness, providing guidelines for each phase. Taddeo et al. (2024) adopt Floridi's model, 
emphasizing transparency, responsibility, traceability, robustness, privacy, and accountability. 

It is worth mentioning that privacy in the AI lifecycle is a two-fold approach that encompasses "Privacy by Design" and 
"Privacy by Default" to ensure both regulatory compliance and the protection of individual rights (Navaie, 2024). "Privacy 
by Design" involves integrating privacy measures into the design and architecture of information systems from the outset, 
rather than as an afterthought. This proactive approach ensures that privacy is an integral component of the system's 
functionality. "Privacy by Default" complements this by ensuring that personal data is automatically protected in any given 
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system or business practice, meaning that the default settings are configured to the most privacy-friendly options. These 
concepts are emphasized in regulations such as the General Data Protection Regulation (GDPR), which mandates that 
data protection measures be implemented by design and by default. By incorporating these principles, organizations can 
ensure that personal data is handled with the highest standards of privacy protection throughout its lifecycle.  

In summary, various studies have employed different levels of granularity in AI system lifecycle models and applied diverse 
sets of ethical principles across lifecycle phases. Although the number of ethical principles used in each study varies, they 
generally align with those established by (High-Level Expert Group on AI (AIHLEG), 2019) and its older version. 

In our study, we primarily address ethical considerations in the AI lifecycle from a conceptual standpoint, by providing a 
grounded, empirical perspective. The case study in this paper captures and validates the views of various stakeholders 
directly involved in different stages of the AI lifecycle. This approach bridges the gap between theoretical ethical frameworks 
and practical, real-world challenges, aligning the insights from practitioners with ethical guidelines previously established 
in literature. 

2.2. AI Ethics in Information System Development 

The first three phases of the AI life cycle (Figure 1) are easily overlooked as they are not so visible to the end users (De 
Silva & Alahakoon, 2022). The developers (typically from an external company) have a key role in these phases. 
Commonly, development is outsourced, and it is tempting to think that the responsibility has been transferred to "someone 
else" (Hedlund & Persson, 2025). However, these three phases play a very significant role in the implementation of an 
ethically sustainable AI solution, and therefore, we will go through the first half of the AI life cycle in a little more detail 
next. 

Typically, an information systems (IS) development methodology encompasses the first three phases of the previously 
introduced AI system lifecycle: design, development, and deployment (see Figure 1). There are several commonly known 
methods for developing information systems, all of which have their own strengths and weaknesses (Dahlberg & Lagstedt, 
2018). On a general level, these methods can be divided into two groups: plan-driven and change-driven methods 
(Lagstedt, 2019; Moe et al., 2012).  

The plan-driven methods (such as the waterfall method) are divided into successive steps, such as system requirements, 
software requirements, analysis, program design, coding, testing, operations (implementation) (Royce, 1970). The 
following step proceeds only when the previous one has been completed. The use of plan-driven methods requires that 
the goals of the development and requirements of the IS can be identified with sufficient accuracy in advance. If there are 
large uncertainties in the goals, or the environment is volatile, there is a high risk of unnecessary and expensive work in 
the plan-driven method, when one has to return to the planning phase from the testing phase (Hansen & Lyytinen, 2010; 
Sommerville, 2011).  

If the goal can be identified accurately enough in advance, the plan-driven method is a very straightforward and efficient 
method to achieve the desired result. In cases like these, a significant advantage of the plan-driven method is that it 
enables professionals in ethical deliberation to comprehensively assess the impacts and considerations as part of the 
design phase (Figure 1) well in advance of implementing any solutions. Additionally, the waterfall model typically features 
more extensive documentation, which aids in the traceability and evaluation of ethical decisions. However, if there is 
uncertainty about the goals, or if all stakeholders are not taken into account, there is a significant risk that the implemented 
system will not meet all needs, and ethics will not be taken into account sufficiently. The rigidity of the waterfall model 
poses challenges in addressing ethical concerns that arise in the post-design phase. Similar to other design errors, ethical 
issues are more difficult to rectify if identified at later stages. 
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The change-driven methods (such as agile) are iterative and incremental in nature, meaning that planning, development, 
and implementation are done in small steps (sprints). Between these steps, results and objectives are re-evaluated, and 
necessary changes are made to the objectives. As such, change-driven methods are especially suitable for situations 
where there are big uncertainties related to both business execution (the existing business processes and practices) and 
development objectives (Dahlberg & Lagstedt, 2021). However, change-driven development poses a high risk of 
unnecessary steps and extra work, and, in addition, it seems to be prone to technical issues as well (Behutiye et al., 2017; 
Holvitie et al., 2018). 

When significant uncertainties are present in the development process, it is crucial to acknowledge that not all ethical 
considerations can be fully addressed during the design phase. Agile development facilitates the continuous review and 
updating of ethical issues in each sprint or iteration, allowing for prompt responses to emerging concerns. This incremental 
approach simplifies the evaluation and management of ethical impacts, thereby mitigating associated risks. Moreover, the 
ongoing involvement of stakeholders ensures the seamless integration of ethical perspectives. However, this integration is 
not automatic. Continuous development discussions, primarily and typically focused on desired functionalities, must 
ensure that ethical considerations are included and documented in all changes and new objectives. 

In plan-driven development, the main responsibility of ethical considerations lies with domain experts (such as requirement 
engineers). Whereas, in change-driven development, the responsibility easily rests with end users, and the product owner 
must ensure that the ethical discussion remains on the agenda. The ethical considerations in AI development must 
encompass the entire lifecycle, transitioning seamlessly from development to usage. This transition from development to 
operations is a recognized challenge in information system development, where changes in responsible personnel can 
lead to information loss, and maintenance teams may struggle to understand development decisions, hindering essential 
updates. This issue is particularly critical in AI, where solutions are dynamic, often requiring regular dataset updates. 
Ensuring data reliability and ethical use during maintenance is crucial. DevOps is a collaborative approach that integrates 
software development (Dev) and IT operations (Ops) to automate and streamline the software delivery process, ensuring 
faster, more reliable releases through shared tools, practices (e.g., CI/CD), and continuous feedback (Ebert et al., 2016). 
This approach, which could be called AIDevOps, should also be applied to ethical considerations in AI development such 
that the discussions in the development phase must not be interrupted or lost when the responsibility is transferred to the 
maintenance of artificial intelligence systems. 

3. Methods 

Given the limited existing research on AI adoption in the public sector, we opted for a qualitative multiple-case study as 
our research approach. This design is particularly suitable for addressing research questions related to under-explored 
topics, where new insights are essential, and multiple cases improve the diversity of research data (Stewart, 2012). 
Multiple case studies apply this requirement as it aims to understand phenomena across organizational boundaries with 
several in-depth case descriptions (Gustafsson, 2017; Stewart, 2012). Thus, it provides a richer sample representing 
different types of organizations that the interviewees represent. To comprehensively explore this under-researched 
phenomenon, we conducted qualitative interviews with managers and experts working for the public sector processes 
from 19 organizations. By delving into their experiences, expectations, and perspectives, we aimed to gain a deeper 
understanding. Our study employed a qualitative interview research design, focusing on the design and development 
processes of AI systems - an area that is still in its early stages of exploration (c.f., Gummesson, 2000). The public sector 
plays a significant role in the Information and Communication Technology (ICT) market, and many private AI and ICT 
companies work for public sector organizations (Ghezzi & Mikkonen, 2023; Hickok, 2024). Thus, we selected the public 
sector as the target group of our multiple case study. 
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3.1. Participants 

The interviewees comprised AI developers, digitalization experts, and managers from the public sector’s digital services 
domain. They represent a crucial expert group actively involved in digitization processes and AI adoption. Thus, their 
participation significantly enhances the study’s validity. The interviews were conducted with 20 representatives from 19 
organizations in Finland. These organizations included municipalities, government agencies, educational institutions, and 
private companies that provide services to the public sector (see Table 1). Our selection of case companies followed 
principles aimed at ensuring rich samples of real-world phenomena (Eisenhardt & Graebner, 2007). Specifically, we chose 
organizations that were recognized as leading AI adopters in the public sector or were recommended as such. Additionally, 
we focused on organizations dealing with large volumes of tasks, as the value potential for AI is particularly significant in 
such cases. Thus, the selection criterion was based more on AI adoption experience or data volume rather than the size 
of the organization. 

Table 1. The interviewees, their affiliations, and organization types 

 
Position of Interviewee Organization Type Size Case No 

1 Expert Educational Organization Medium 16 

2 Expert Educational Organization Small 14 

3 Middle Management City Organization Large 2, 5, 6 

4 Middle Management City Organization Medium 4, 7 

5 Middle Management Government Organization Large 9, 11 

6 Middle Management Government Organization Small 8, 10 

7 Middle Management Ministry Large 12 

8 Middle Management Private Organization Solving Public Needs Small 19 

9 Top Management City Organization Large 3 

10 Top Management City Organization Medium 1 

11 Top Management Educational Organization Small 15, 17A, 17B 

12 Top Management Ministry Medium 13 

13 Top Management Private Organization Solving Public Needs Large 18 

3.2.  Data collection 

The research data was collected from interviews with 19 case organizations that are working for public or government 
services in Finland. We selected individuals for interviews who were experts in the adoption of AI or in digital transformation 
within the public sector and thus could offer significant insights into this phenomenon. Hence, the interviewees represented 
ministries, cities, governmental organizations, educational institutions, and private organizations working for the public 
sector.  

The researcher contacted the potential interviewees via email, outlining the study’s objectives and seeking their willingness 
to participate. After obtaining informed consent, the researcher scheduled interview sessions and conducted interviews 
via Microsoft Teams, with an average duration of 45 minutes. Each session was video-recorded and automatically 
transcribed by Microsoft Teams. Additionally, one interview was conducted in a face-to-face setting. 
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The methodological approach employed semi-structured interviews (Appendix 1), wherein the researcher predetermined 
the main themes based on the research questions. The prior literature on AI adoption guided us to determine the themes 
of the interview script. The semi-structured interview methods allow for versatile and flexible data collection practices 
(Kallio et al., 2016). Thus, the flow of discussion within each interview session remained flexible, allowing exploration of 
those topics. The data analysis for this study focused on descriptions and comments related to ethical considerations in 
the design, deployment, and use of AI within public sector processes and tasks, or those closely associated with it. In 
addition, we were interested in the interviewees’ views on research and development methods, processes, obstacles, 
opportunities, and best practices of AI adoption.   

3.3.  Data Analysis 

The data analysis followed the principles of qualitative content analysis (Schreier, 2012). More specifically, the inductive 
grounded theory approach (Strauss & Corbin, 1998) was applied in data analysis and in forming new theoretical 
understanding. We initiated the analysis of transcribed interviews by identifying relevant excerpts based on our research 
themes. We applied three coding phases: open, axial, and selective (Matavire & Brown, 2013; Strauss & Corbin, 1998). 
During the initial round, we applied initial codes related to the AI development process and trustworthiness and ethics that 
were so-called sensitizing devices for us (cf. (Matavire & Brown, 2013). We annotated all comments that mentioned or 
explained these initial codes and their associated themes. All other material was excluded from the research data of this 
study. During the first coding phase, we transferred the initial relevant excerpts to a Word document, where we further 
organized them into smaller sub-categories based on their content. In this first coding round, we followed the principles of 
data-driven open coding and re-coded excerpts without predefined categories (Strauss & Corbin, 1998). In this coding 
phase, the role and significance of ethical issues as part of the AI development and adoption process began to crystallize.  

In the second axial coding round, we created continuous improvements and categories, and drew inspiration during the 
data analysis, continuously moving back and forth between our data and emerging theoretical understanding (Mattarelli 
et al., 2013). Our data included experiences, thoughts, and insights from all phases of AI design, development, and 
adoption. Some of the interviewees held leadership positions in their organization’s AI development, while others worked 
with the implementation of AI.  

In the third coding phase, the results were organized into groups based on their content, from which six categories 
eventually emerged. In this selective analysis phase, selective coding was applied, and it resulted in six following categories: 
i) ethical competence becomes a key competence, ii) the ethical competence belongs to the design of AI, iii) ethical 
considerations begin from the requirement specification, iv) designing of human-aligned AI, v) AI solutions require careful 
monitoring for trustworthiness, and vi) ethical requirements vary depending on the use case. We noticed that these 
categories have interrelationships and dependencies with each other and follow the lifecycle and development stages of 
AI. We conceptualized the findings in Figure 2. 

We are aware that qualitative analysis may have limitations in interpreting interview transcripts (Eisenhardt & Graebner, 
2007). From the data analysis perspective, another researcher checked that the interview excerpts extracted from the 
interview transcripts were correctly classified into the six emerging categories and were aligned with the interview data 
and prior literature. We also used the ethics of AI guideline documents for strengthening evidence (see Chapter 4.1). To 
enhance the trustworthiness of our data analysis, we also connected our findings to existing literature. We used prior 
literature as a sensitizing device aligned with the evolved grounded theory approach (Matavire & Brown, 2013). Specifically, 
we continuously reviewed and critically reflected on our theoretical understanding of empirical findings by examining prior 
literature on AI adoption and development (Gummesson, 2000). In creating a new theoretical understanding from the 
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results, we employed an abductive and iterative approach (Dubois & Gadde, 2002) which allowed us to establish 
explanations regarding the ethical development methods of AI. By iteratively comparing prior research with new insights 
from our results, we were able to make a novel theoretical contribution to the existing field. Ultimately, this abductive and 
iterative approach deepened our understanding of the data while simultaneously advancing the theoretical understanding 
of ethical AI development (Gummesson, 2000). 

 

 
Fig. 2. The conceptual model of the key findings 

4. Findings  

4.1. Ethical competence becomes a key competence 

The findings show that ethics plays a crucial role in designing, developing, and adopting AI.  The designers, developers, 
and adopters should be able to manage those risks. For example, AI applications must be designed to prevent delving too 
deeply into personal data. They should also avoid revealing excessive information about individuals. These considerations 
are essential when planning and defining AI applications.  

As we delve deeper into an individual’s data, we start encountering quite personal information about their health 
and other aspects (Case 15). 

There can be ethical questions, but, well, they are not obstacles (Case 5). 

In addition to privacy, reliability is a crucial requirement when defining and designing AI applications. Reliability also 
impacts privacy because a dependable application is inherently secure. One interviewee pointed out that AI can start 
analyzing aspects beyond its original design or initial need. This represents a key risk in AI, as reliable and secure solutions 
are specifically tailored to address specific needs and are used accordingly. Thus, designers, developers, and adopters 
should have the competence to manage their AI-related actions. 
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If we speak about the adoption of technology to social and healthcare services, there are pretty much such attitudes, 
like ethical questions. (Case 6). 

Now, one thing is precisely this: one should understand what one is doing, because otherwise we have artificial 
intelligence that models something entirely different. AI solves a different problem based on its intended use (Case 
16). 

Who is responsible if an artificial intelligence makes a mistake? Is it the person using the AI, or is it the developers 
who customized the AI, there can be risks realized, and many may hesitate to offer AI development if the legal 
boundaries are unclear (Case 18). 

Some public organizations (see e.g. Finnish Tax Administration, Ministry of Finance, Suomi.fi) have also published their 
ethical guidelines for AI, where they emphasize its importance in developing, adopting, and using AI.  

4.2. AI systems should support users’ ethical evaluation 

The users and developers are learning to manage human-AI interaction from an ethical viewpoint. The informants stated 
that ethical questions or at least some doubts about the reliability of results always persist.  

All models are inherently biased to some extent, so perhaps we should also have some form of tolerance for that. 
Often, people imagine that when we have an AI solution, it must always be one hundred percent right in all situations 
or surpass human capabilities for there to be some benefit from it (Case 9).  

Improving transparency of AI functionality and results through explainable AI was emphasized. This addresses ethical 
considerations where users can see the rationale of AI’s decisions, leading to enhanced trustworthiness. This implies that 
evaluating the ethics of AI applications should be a shared responsibility, involving not only designers and developers but 
also the users themselves. Transparency and explainability of AI applications support this need.  

Certainly, we should be able to evaluate precisely why artificial intelligence has arrived at a particular solution. In 
this one point, you might also consider the flip side: why it hasn’t arrived at a different solution. Transparency is 
undoubtedly crucial in this regard (Case 9). 

Our big dream is to get AI for analyzing result data, so that we can see beyond the numbers (Case 15). 

4.3.  The ethical competence belongs to the design of AI 

Ethical competence should be part of employees’ competencies. It is challenging to introduce ethical competence 
externally during the development process; thus, it should be built within the organization’s capabilities, and some kind of 
ethical AIDevOps practices should be applied (see section 2.2). When designing and developing AI, ethics cannot be 
disregarded, as it is an essential aspect of modern AI phenomena. Hence, the ethics of AI is not only the requirement of 
responsible AI usage, but it also belongs to the design and development of AI systems (see Section 2.1).  

Regarding these new AI solutions, I would perhaps add that we need individuals with expertise in AI ethics, because, 
currently, it’s challenging to separate discussions about AI from ethical considerations (Case 9). 

Like, an assessment should be done already during the development preparation. And of course, also before 
implementation. If something has changed, we have an AI ethics group that kind of oversees things (Case 9). 

Evaluating ethical consequences or requirements is not an easy task, as it might be context dependent. Sometimes there 
are “gray areas” which require careful ethical considerations. In addition, developers, as well as end users, are concerned 
about accountability in cases when AI produces the wrong output. Therefore, accountability is an important pillar of 
the ethical AI framework and has been addressed by many ethical AI frameworks mentioned in Section 2. 
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In order for that student, for example, to be supported and guided, and for their studies to progress and everything 
else there. There are also many gray areas there, regarding what is meant or not to meant by fairly vague 
instructions, regulations, or laws, is a somewhat case-specific matter (Case 14). 

4.4. Ethical considerations begin from the requirement specification of the AI application 

Ethical considerations are not solely related to the use and adoption of AI. When designing and developing AI solutions, 
we must assess how the combination of specific datasets might reveal information about individuals. For instance, a city 
organization could potentially gather substantial information about individuals if the data collected across different 
departments and areas were to be interconnected. This relates to the responsibility of AI developers and administrators of 
how they are using a large set of data with the offered AI systems. Thus, this consideration begins in the early phases of 
AI design, namely in the requirement specification.  

But then, in this context of artificial intelligence, cities easily face significant challenge, and it is that basically like 
cities know much about individuals, and we arrive at the issue of where is the ethics of AI going on, and where we 
are using it, and there comes unruly situations (Case 3). 

One way to mitigate ethical risks in public sector AI projects is to select use cases that do not directly impact individuals 
but rather focus on the built environment, such as infrastructure and the physical environment. 

Would it be the safest approach for cities regarding the utilization of artificial intelligence to initially apply it in areas 
where the actions do not directly impact people but rather relate to physical environments, transportation networks, 
building infrastructure, and natural areas and beyond (Case 3). 

Somewhat, I believe that when it comes to numerical data, the more unambiguous the initial information collected, 
the more reliable the results that artificial intelligence can produce (Case 19). 

4.5. Designing of human-aligned AI  

Designing human-aligned AI applications requires the involvement of end-users in the design and development phases. 
This way, the designers and developers can iteratively test new AI applications and improve them based on the feedback. 
This user-centered design approach increases the ethical capabilities of the AI systems.   

We tested it with a few users, and it soon became clear that they doubted where this ‘guess box’ was getting its 
‘good or bad’ or ‘accept or reject’ decisions from. We figured it out and implemented explainable AI, which actually 
helped (Case 8). 

Design capability was emphasized. An informant of an advanced AI adopter organization pointed out that we should be 
able to design human-centric AI applications. This does not refer to a service design process, but to AI applications that 
are context-aware and human-aligned AI systems. Organizations should manage those design capabilities at a strategic 
level, as human centricity is a non-functional requirement that should be raised to a requirement in the early phases of 
design processes.   

We increasingly understand the environment and humans, particularly human orientation. And we integrate these 
more and more, and the human orientation connected to the capabilities created by technology and its 
transformation. And our aim is to continually strengthen that at a very strategic level (Case 11). 

This is a management challenge of AI development, as the developers should be able to review design goals from a 
broader perspective than technological opportunities. Putting humans and usage context at the center of the design 
processes requires strategic changes in the management of AI adoption and development. 
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4.6.  AI solutions require careful monitoring for trustworthiness 

Unlike conventional software, the functioning of AI solutions might change. AI solutions or their algorithms require training 
with data before they are ready for use. This is in stark contrast to conventional software, which is considered ‘ready-
made’ once it has undergone testing and is put into production use. Conventional software operates consistently, 
regardless of the volume of data it processes, adhering to its pre-programmed logic. However, it does not adapt its output 
based on new information flowing through it. In contrast, AI algorithms dynamically analyze data, adjusting their output 
based on the information in the data. Unfortunately, this adaptability can lead to gradual biases or discriminatory behavior 
in AI solutions, even if initial tests align with expert perspectives. This makes significant changes to the development and 
maintenance processes of AI solutions compared to conventional software maintenance in organizations. In addition, 
organizational restructuring might also create privacy risks if the access rights of AI systems are changed accordingly. The 
robustness of AI models is also an important property that refers to maintaining a decent performance for varying inputs 
and scenarios. This is particularly important for sensitive applications where a wrong prediction could have drastic 
consequences. At the same time, this also comes up as one of the major concerns or requirements of the end users.  

If we had an AI model that, for instance, made decisions, we would need to monitor the behavior of this AI model 
to ensure that it doesn’t exhibit any drift, so that it should consistently make decisions in a similar manner over 
time, or it does not learn discriminatory tendencies or other undesirable traits we need to actively monitor regarding 
to these models, especially when considering ethical aspects or similar ones. Perhaps this falls within the domain 
of expertise for ML engineers, addressing areas that traditional development processes often overlook (Case 9). 

In addition to technological challenges, organizational structures might also affect the ethical use of AI or ensure its 
trustworthiness.   

This caused, once again, an administrative boundary where suddenly they couldn’t access anything, almost like 
they were in the dark, unable to see anything, when previously, they had been able to get so with certain restricted 
rights (Case 14). 

The target of AI development moves constantly. A challenge in developing AI solutions is that AI technologies are developing 
at an enormous speed. Thus, the requirement specification may be outdated when a slow implementation process starts, 
as new models and methods may have been released during the definition and design phases. Hence, an ethical AI system 
today is not necessarily ethical tomorrow.  

If we look at history, it’s true that symbolic AI is now in an AI winter, while computational AI, you know. Deep 
learning networks are now mainstream (Case 9). 

4.7.  AI-enhanced application categories – different contexts for ethics of AI 

Organizations use AI for a number of applications including financial management systems, processing applications, 
predicting customer demand, anticipating the progress of studies, customer service, or monitoring visitor flows. Some 
have already integrated generative AI into the intranet, but it is largely embedded in office applications. Table 2 lists the 
AI applications that the interviewees mention to have or are going to have. Based on the lists and how they produce value 
for the organization, we clustered the applications into eight categories.  

Table 2 shows that AI applications are associated with different processes, user groups, and usage contexts. In designing, 
developing, and deploying AI applications, we should review the special needs of processes, users, and the environment 
where AI applications will be used.  
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Table 2. AI-based information system categories found in the case organizations 

AI-based application examples that the 
interviewees mentioned 

AI-based information 
system category 

Description  

Predicting dropouts, predicting customer 
demand 

Management AI Assist in predicting needs or risk factors. 
Increased efficiency and productivity. 

Financial process automation, proposal 
evaluation 

Administration AI Automation and optimization of administrative 
processes. Reduced costs. 

Study planning, competence profiling, thesis 
planning support  

Educational AI Management support for educators and 
administration. Learning support for students.  

Border control, waste container indicator, 
cleaning robot 

Operative AI Automation of the monitoring of routine tasks. 
Reduced costs. 

Large language models such as ChatGPT for 
assisting knowledge work, automatic 
transcript, and generative AI embedded in 
the intranet    

Office AI Knowledge support for experts. Assist in routine 
tasks by saving time and resources.  

Chatbot, customer feedback Communication AI 24/7 services for customers. Assist in improving 
customer experience. 

Software robotic in financial processes, email 
filtering, application classifier, a predictor of 
visitor flow, scanned document reader 

Transactional AI Automation and optimization of experts’ 
workload. Reduced costs. 

Traffic management, Internet of Things in a 
city infrastructure 

Infrastructure AI Automation and optimization of monitoring 
processes. Improved decision-making.  

 

5. Discussion 

This study identified six interrelated phenomena of AI ethics during the AI lifecycle (Table 3). Some of them are related to 
the organization’s AI design and development capabilities and practices, while others are related to the adoption and use 
of AI. AI ethics is often thought to be related to the adoption of AI, and many ethical guidelines for AI focus on the adoption 
and usage phases rather than AI design and development. However, this study shows that AI ethics is also part of the 
organization’s design and development capabilities. Thus, it also relates to the design and development processes, in 
addition to activities during adoption and use.  

This study has several theoretical contributions. First, we expanded the ethical discussion of AI to include the design and 
development process of AI systems. Prior research on the ethics of AI has mainly focused on AI adoption, whereas the 
perspectives of design and development processes have remained scarcer. Also, we should focus on ethical considerations 
throughout the entire AI system lifecycle, not only from the viewpoint of AI adoption and usage. Our study is grounded in 
empirical evidence where participants validate the findings. Ethical considerations are particularly important from the initial 
phases as they lay the groundwork for the whole AI adoption and usage processes. This study further indicates that ethical 
considerations are relevant to every role involved in the AI system lifecycle. All actors within the lifecycle of AI applications 
should be engaged with ethical considerations. Moreover, different use cases set various requirements for ethical 
considerations since organizations and usage environments may raise special requirements. Consequently, this study 
contributes to the debate on ethical AI system design from the life cycle perspective of AI applications.  
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Our second contribution is to the design, development, and adoption of AI in the public sector, as our results particularly 
reflect the views of AI adopters in this sector. Existing studies (Misra et al., 2023; Neumann et al., 2024) demonstrate 
that AI is a significant technological enabler for developing public management practices and processes. For instance, city 
and government organizations could potentially gather substantial information about individuals if the data collected across 
different service sectors were to be interconnected. Public sector organizations often process large data flows and have 
significantly large data sets that provide an excellent starting point for automation. Public sector organizations have large 
amounts of data that do not directly impact individuals but rather focus on the built environment, such as infrastructure 
and the physical environment. In those cases, the ethical risk is lower. 

The third contribution shows that ethical consideration is not only a single task in AI adoption, but it is an integral 
requirement from the design to the implementation and use of AI. Unlike conventional software systems, AI adapts to the 
situational environment and continuously uses data to enhance its performance. Hence, ethical risks and 
the trustworthiness of its results require continuous monitoring by AI adopters. Advancements in AI technologies and data 
management practices boost the development of more advanced, ethical, and trustworthy AI solutions. The frameworks 
for the ethical design of AI systems (Vakkuri & others, 2021) also lower design and development barriers to designing new 
ethical AI solutions. Prior studies (e.g. (Kaniadakis & Linturn, 2022)) emphasize the crucial role of interdisciplinary teams 
in technology adoption, who search for, define, and solve development challenges and opportunities. Our study extends 
this remark to all phases of the AI lifecycle, where interdisciplinary competencies play an essential role 

The fourth contribution of this study (see Table 3) shows that ethical considerations regarding AI design and deployment 
should begin from the resourcing of the design team with persons with ethical competence, as several foundational 
decisions are made before the beginning of the development processes. This is consistent with the study by Smith (2019) 
which highlights the need for diverse teams, including members with ethical competence, to guide the development of 
trustworthy AI systems. Additionally, the findings reveal that ethical competence should be a part of AI-related design 
competencies and thus, an integral part of the design process. This is in line with IBM's AI design ethics overview which 
emphasizes that an ethical, human-centric AI must be developed in a manner consistent with the values and ethical 
standards of the affected community. Furthermore, the ethical design of AI relates to the designing of human-aligned AI. 
Human-aligned AI is both ethical and human-centric AI supporting human autonomy and trustworthy decision-making. 
This finding aligns with the study of He et al. (2021), who advocate for a human-centric AI framework that integrates high 
levels of human control with advanced automation. Our findings underscored the importance of design competence in AI, 
especially as human-aligned AI becomes increasingly central to its adoption. It is consistent with the study by 
Tjondronegoro et al. (2022) which highlights the importance of integrating ethical considerations throughout AI 
development, and by Goyal et al. (2024) which highlights the need for understanding human expectations in designing AI 
agents, emphasizing that aligning AI behaviour with user preferences is crucial for effective human-AI collaboration.  

Unlike conventional software systems, AI solutions require careful monitoring of trustworthiness as they are continually 
learning and evolving systems. As the final construct, AI systems should support users’ ethical evaluation while using AI 
applications. The demand for explainability as a part of AI systems supports this requirement. This finding is supported by 
Shin’s (2021) empirical work that demonstrates that explainability promotes trust and empowers users to ethically engage 
with AI systems, supporting the need for user-centric explanatory interfaces. 

The fifth contribution of this study relates to AI applications in the public sector. Based on the findings (Table 2), we 
conceptualized eight AI-based information system categories. The AI-based system categories have unique use cases and 
value propositions. Transactional AI and infrastructure AI create the basis and operating platforms for other information 
systems, whereas office AI, communication AI, educational AI, and management AI focus more on end-user value co-
creation. Administration AI typically supports administrative processes in internal or cross-institutional reporting and 
monitoring needs. From the ethical viewpoint, all eight categories have their specific ethical risks depending on the data 

http://www.sciencesphere.org/ijispm


International Journal of Information Systems and Project Management (IJISPM)  
2025, 13(4), e130401, DOI: 10.12821/ijispm130401 

© IJISPM | ISSN:2182-7788 | ijispm.sciencesphere.org 16 

they are analyzing and managing, and their role in decision-making. Transactional AI, infrastructure AI, and office AI do 
not directly generate content and results that are directly associated with ethical issues, unlike educational AI and 
management AI, which are more related to human decisions and recommendations. However, all those categories should 
meet the requirements of trustworthy AI, which is a part of ethical principles.   

 

Table 3. The role of ethics in designing and developing AI applications 

Key findings Explanation  Actions Phase of lifecycle 

Ethical competence becomes a 
key competence 

Competence to define 
ethical requirements is a 
critical skill in AI projects 

Ethical competence is a resource that 
should be included in the project plan   

Design 

Ethical competence belongs to 
the design of AI 

Ethical consideration is a 
crucial part of the design 
phase 

The design team should have a 
person who has the knowledge and 
skills to define ethical requirements 

Design 

Develop 

Ethical considerations begin 
with the requirement 
specification 

Ethical consideration should 
begin in the early phases of 
an AI project when 
requirements for an AI 
application are defined 

Ethics of AI is a non-functional 
requirement that affects other 
functional requirements in the 
specification of the AI application 

Design 

Develop 

Designing of human-aligned AI Designing human-aligned AI 
applications includes the 
implementation of ethical 
requirements  

The fulfillment of ethical requirements 
should be tested to ensure the AI 
application meets the principles of 
human-aligned AI application 

Design 

Develop 

AI solutions require careful 
monitoring for trustworthiness 

The ability of AI applications 
to function ethically is 
associated with their 
continuous trustworthiness  

The functions of explainability and 
human-in-the-loop ensure that AI 
applications generate ethically 
sustainable results 

Operate 

Ethical requirements vary 
depending on the use case 

Ethical requirements are 
associated with the usage 
context of AI and thus they 
are context-dependent 

The use case and usage context of an 
AI application affect the sensitivity of 
data that the AI application analyses, 
generates, and manages. 

Deploy 

Operate 

Retire 

 

The study found what ethical issues are emphasized as part of AI system development and adoption in case organizations. 
We summarized the findings in Table 3, which emphasizes the integration of ethical issues in all phases of the AI design 
and development process. This study emphasizes the role of ethical issues in the requirement specification where the 
most important ethical selections are made. Additionally, ethical competence should be seen as a key competence in AI 
design and development teams, as it is an integral part of AI models, data, and systems. More specifically, all ethical 
considerations are not associated with the usage and implementation phases of AI, but many fundamental decisions 
regarding ethics are made in the design and development phases of AI systems. In addition, it is important that the ethical 
discussion is not interrupted when moving from the development phase to the maintenance phase. To support this 
continuity, there is a need for ethical AIDevOps practices that integrate ethics into the entire AI lifecycle. What kind of 
AIDevOps practices should be in place to best support an ethical continuum throughout the entire lifecycle is an important 
subject for further research. 
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This study examined how ethical considerations should be integrated into AI development processes. Based on the 
findings, we further analyzed their implications for organizations, as well as for AI design and development practices, and 
ethical considerations. This study points out that rapidly developing AI technologies, system components, data sets, and 
AI models challenge the design and development processes from technical and ethical perspectives. AI design and 
development is a more complex process than designing conventional software systems. Consequently, it requires more 
ethical design competencies and multidisciplinary collaboration from various levels of an organization. 

6. Limitations and future research agenda 

The scope of the study was limited to public sector organizations in Finland, which may affect the generalizability of the 
findings. While the study provides an in-depth analysis of AI ethical challenges within this specific context, the ethical 
considerations and development practices may vary across different regions, cultural settings, and public sector 
environments.  

The study relied on qualitative interviews as the primary data collection method. Although this approach allowed us to 
capture rich, detailed insights into the ethical challenges faced by public sector organizations, it also introduces potential 
biases. The subjective nature of interviews means that findings are shaped by the perspectives of the interviewees, and 
there is a risk that some ethical concerns may not have been fully disclosed or emphasized during the interviews. 
Especially, considering the AI lifecycle shown in Figure 1, it is evident that ethical considerations encompass the whole AI 
lifecycle which is much deeper than commonly understood. In contrast, the interviewees often see only a part of the AI 
lifecycle; therefore, their point of view may be limited. That said, it is still important to analyze their opinions as they are 
the major stakeholder of this system.   

The dynamic nature of AI technologies presents a challenge for capturing the rapidly evolving ethical issues associated 
with AI adoption. AI technologies particularly generative AI and large language models are advancing at an unprecedented 
rate, and ethical concerns may shift as these technologies become more sophisticated and embedded into public sector 
systems. As a result, some ethical challenges discussed in this study may become outdated or less relevant as new AI 
models and frameworks emerge. 

Future studies could expand the scope of this study to include private and public sector organizations from different regions 
or countries, allowing for a comparative analysis of ethical AI challenges and best practices across diverse socio-political 
contexts. Additionally, quantitative research could be conducted to measure the impact of ethical AI adoption on 
organizational performance and trustworthiness from both employees' and citizens' perspectives. Investigating the long-
term effects of ethical AI systems on public services would also provide deeper insights into how continuous ethical 
monitoring can sustain trust in AI over time. Moreover, continuous research is needed to address the evolving challenges 
and ensure that ethical guidelines remain applicable and effective. 

Future research should adopt a more comprehensive, lifecycle-oriented approach to examining AI ethics. A holistic 
perspective across the entire AI lifecycle, including design, development, implementation, operation, and retirement 
phases, can offer deeper insights into the cumulative ethical impacts. Such an approach could reveal critical interactions 
between phases that influence ethical outcomes, such as the long-term effects of design choices on model robustness 
and accountability in later stages. 
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7. Conclusions  

This study contributes to the growing body of knowledge on ethical AI development by exploring the challenges faced by 
public sector organizations. Our findings highlight the importance of integrating ethical considerations into every stage of 
the AI system lifecycle, from the initial design and development phases to deployment, monitoring, and retirement. By 
utilizing empirical data from multiple public sector case organizations in Finland, we have provided both theoretical insights 
and practical guidelines for developing ethically aligned AI systems.  

We emphasize the need for a comprehensive, lifecycle-oriented approach to ethical AI development. The AI lifecycle spans 
various phases that collectively shape the ethical impact of AI applications. Addressing ethical concerns at each stage 
ensures that foundational principles like transparency, accountability, and fairness are not just design concepts but integral 
components that guide the system’s behavior over time. By embedding ethical practices throughout the lifecycle, 
organizations can anticipate and mitigate risks more effectively, which will lead to greater trust and reliability in AI solutions. 
This holistic perspective is especially relevant to the public sector, where AI systems directly impact citizen well-being and 
must align with public values. Therefore, prioritizing lifecycle-wide ethical considerations to support sustainable, 
responsible, and human-centered AI applications is very important. 

From a scientific literature perspective, this study adds to the limited empirical research on ethical AI development in the 
public sector. While much of the existing literature has focused on high-level principles and frameworks, this research 
offers concrete, real-world insights into what ethical considerations should be integrated into AI development processes. 
The study highlights the importance of ethical competence as a core skill within AI design teams, emphasizing that ethics 
cannot be treated as an afterthought but must be embedded throughout the AI lifecycle. This contribution is particularly 
significant for public sector organizations, where trust, transparency, and fairness are critical due to the direct impact of 
AI systems on citizens and public services. 

For practitioners, our research provides actionable recommendations on how to incorporate ethical guidelines into AI 
projects, addressing issues such as human alignment, accountability, transparency, and the continuous monitoring of AI 
systems. These recommendations can guide AI developers and managers in making more informed decisions about 
ethical risks and responsibilities in AI deployment. 
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Appendix 1 

The interview script (semi-structured interview) 

1. What is the current state of AI application? 
2. What opportunities do you see? Which processes could benefit from it? 
3. What obstacles are there to AI adoption?  
4. What would be the minimum level of expertise required in the organization at different levels when 

implementing AI solutions?  
5. What collaboration should take place between different departments when implementing AI?  
6. What kind of task volumes do you have and how are they managed? Where are they located, who is 

responsible, and could they be optimized with AI? 
7. What ethical or reliability issues related to AI have you observed or should be considered? 
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